Zadania (05.12.2025)

Jeszcze kilka zadan do poéwiczenia dzialania na plikach i listach, a takze zbiorach (ktére omawiali$my
bardzo pobieznie). Podpunkty z gwiazdka rozbudowuja odpowiednie zadania i wymagaja nieco wiekszego
naktadu pracy.

1 Adresy IP — Reaktywacja

Na trzech serwerach zbierano listy adreséw IP, z ktorych nastepowal nietypowy ruch przychodzacy. Napisz
program, ktéry je przefiltruje i wypisze:

1. adresy zarejestrowane na poszczegdlnych serwerach, ale bez powtérzen —np. adres 124.194.117.151
pojawia si¢ na serwerze nr 1 dwukrotnie, nie chcemy tego,

adresy powtarzajace sie w kazdym z zestawow i ile razy,

adresy, ktére sa w logach wszystkich serweréw jednoczesnie,

calg pule zebranych adreséw — czyli te, ktére pojawily sie gdziekolwiek,

adresy, ktére pojawily sie wylacznie na jednym z serweréw i nigdzie indziej (wypisz to dla kazdego
z trzech serweréw).

U N

ip_serwerl = ["124.194.117.151",
"102.26.179.4",
"124.194.117.151",
"228.50.34.103",
"72.64.203.50",
"156.71.102.245",
"67.33.135.75",
"240.58.59.186",
"75.245.64.35",
"42.107.64.123"]

ip_serwer2 = ["87.60.211.200",
"124.194.117.151",
"39.50.47.1",
"35.104.29.70",
"75.245.64.35",
"233.1562.75.71",
"196.40.247.11",
"110.84.193.208",
"60.69.233.205",
"113.164.109.228"]

ip_serwer3 = ["69.24.218.219",
"30.186.239.61",
"215.131.155.192",
"234.125.132.67",
"75.245.64.35",
"75.245.64.35",
"167.13.89.15",
"9.238.14.91",
"127.97.147.85",
"67.33.135.75",
"129.21.227.118"]

Uwagi:

1. Zadanie stanie si¢ bardzo proste jesli postuzymy sie zbiorami (sets), przydaé si¢ moze takze metoda
.count(...) dla list.

2. Tak naprawde adresy wygenerowalem losowo, wiec prosze ich nie traktowaé jako IP faktycznych
zloczyncow. (&



2 Szyfr ,.ksigzkowy”

Szyfr ksiazkowy (https://pl.wikipedia.org/wiki/Szyfr_Ottendorfa) jest to szyfr, w ktérym wiado-
mo$¢ zaszyfrowana jest w postaci zestawu liczb oznaczajacych lokalizacje jej kolejnych liter badz stéw
(zaleznie od wariantu) w okreslonym tekscie. Jedynie jednocze$nie wiedzac, o ktéry tekst chodzi i posia-
dajac szyfr, odbiorca moze odkodowaé przekazywang informacje.

Napisz funkcje, ktéra bedzie implementowata pewien rodzaj tego szyfru (i uzywajacy jej program). Niech
przyjmuje jako argumenty nazwy dwoéch plikéw — z tekstem i z szyfrem, po czym niech wypisuje na ekran
rozszyfrowang wiadomo$é. Niech plik z szyfrem w kazdej linii zawiera instrukcje do odszyfrowania kolejnej
litery wiadomosci: trzy liczby, odpowiadajace kolejno linii, wyrazowi i literze.

*A teraz w drugg strone

Napisz druga funkcje, ktéra znéw pobieraé bedzie jako argumenty nazwy plikéw — z tekstem oraz plik, do
ktorego zapisany zostanie zaszyfrowana wiadomosé, a takze string z wiadomoscig do zaszyfrowania. Niech
wykonuje ona operacje przeciwnag niz poprzednia — wyszukuje w pliku z tekstem wystapienia kolejnych
liter szyfrowanej wiadomog$ci i wpisuje ich polozenia do pliku z szyfrem. W przypadku niepowodzenia
niech wypisuje, ktérych znakéw nie udato sie znalezé w tekscie.

3 Archiwa .tar

Na jednych z poprzednich zaje¢ przestatem Panstwu materialy w formacie archiwum tar. Jest to doé¢
stara metoda przechowywania wielu plikow w jednej paczce — na tyle stara, ze jej nazwa to akronim Tape
A Rchive, czyli Archiwum Tasmowe! To doéé prosty format — polega on na sklejeniu archiwizowanych
plikéw ze soba. Kazdy plik poprzedzony jest nagléwkiem oraz dopelniony do najblizszej wielokrotnosci
512 bajtow zerami. Doktadniejsze informacje sa powszechnie dostepne w sieci, np.:

e https://en.wikipedia.org/wiki/Tar_%28computing#%29
e https://wiki.osdev.org/USTAR

W szczegdblnodci interesujg nas w nagltowku bajty:

e 0-99: nazwa pliku, dopelniona znakami ASCII NUL ('\x00"')
o 124-134: dhugosé pliku, niestety ze wzgledow historycznych w postaci liczby w formacie 6semkowym,
ktorej cyfry zapisane sg jako ciag ASCII

Po 512 bajtach naglowka zaczyna sie¢ wlasciwa tres¢ pliku, ktora jest nastepnie — jak wspomniano —
dopelniana zerami do najblizszej wielokrotnosci 512 bajtéw, po czym ewentualnie zaczyna sie nagtowek
kolejnego pliku.

Celem niniejszego zadania jest napisanie programu w Pythonie, ktéry bedzie w stanie wyodrebnia¢ z
podanego archiwum .tar. Dla uproszczenia ignorujemy pozostale informacje zawarte w nagtéwku (np.
uprawnienia dostepu do pliku i jego wlasciciel) oraz zakladamy, ze archiwum zawiera tylko i wylacznie
zwyczajne pliki (nie ma katalogéw ani linkéw).

Wskazowksi:

1. Chcemy operowaé na plikach w trybie binarnym, wiec musimy dodaé¢ 'b' do trybu otwierania.

2. Do zamiany danych binarnych na string moze stuzyé metoda .decode(), za$ do usuwania niepo-
trzebnych znakéw na koncu stringu — metoda .rstrip(znak).

3. Do zamiany danych binarnych na liczbe catkowita w formacie dsemkowym moze stuzyé funkcja
int (dane_binarne,8).



*Sprawdzanie czy wyodrebniane pliki istnieja

Ulepsz napisany program w taki sposéb, by przed wyodrebnieniem pliku sprawdzal czy dany plik juz
nie istnieje. Jezeli istnieje, niech spyta uzytkownika czy go nadpisaé¢. W kolejnym kroku dodaj mozliwosé
wywolania programu z argumentem (np. --overwrite), ktéry spowoduje automatyczne nadpisywanie,
bez pytania. Mozesz takze dodaé¢ drugi (np. -—keep-old-files), ktéry zadziala przeciwnie — wyodrebni
tylko te pliki, ktére nie istnieja.

Wskazowksi:

1. Tryb otwierania pliku w Pythonie 'w' automatycznie nadpisuje plik, podczas gdy 'x' zwraca blad
(FileExistsError) gdy plik istnieje.
2. Blad ten mozna oczywiscie przechwyci¢ za pomoca konstrukcji try—except.



